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ISAC basics

• Information Sharing and Analysis Center or (ISAC) is a nonprofit 

organization that provides a central resource for gathering 

information on cyber threats to critical infrastructure and providing 

two-way sharing of information between the private and public 

sector.



Chain of trust



Architectural planning of e-isac.hu

� Strategic plan

� ISAC independent from HEA infrastructure

� Highest security is to be implemented

� Reporting anonymity

� Forums

� Storage of several 1000s of documents

� CERT and other free Threat Report de-duplicated input (copy to fw)

� Threat statistics (World, Europe, Hungary) 

� Hand made Vulnerability Report

� Private developer chosen (Black Cell Ltd.)

� 10 month long development cycle



Implementation of e-isac.hu



Implementation of e-isac.hu (documents)



Implementation of e-isac.hu (threat reports)



Implementation of e-isac.hu (CERT alerts)



Implementation of e-isac.hu (incident reporting)



Implementation of e-isac.hu (threat feed)



Implementation of e-isac.hu (vulnerability sheet)



Expectations

• If we manage to stop for the first year 1 

attack

• Then the next year the double

• Then double again

• Then…



Questions?
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